How will red team be able to do anything:

* ip issue
  + No blocking ips?: if we didn’t have any way in our ip being blocked wouldnt matter, instead they would have to change passwords and monitor other stuff
    - If they cant block ips what can blue team do?
  + Generate random traffic:
    - Ex: ceo has an ip outside of their subnet, so does their boss, If they block these ips they get a message yelling at them and doc a very small amt of points so they are deterred from blocking every ip that isnt theirs, they have to actually look at what the traffic is doing. This will at least give red team a little time buffer to do something before getting blocked at least.
* Provide brute force user/pass files (maybe only provide if red team gets totally locked out)
  + Blue team will have to be monitoring who is signed into accounts and change passwords when they see sus activity
* More time to prebake machines/tell red team to come prepared